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IBM i Multi Factor Authentication	

iSecurity Multi Factor Authentication (iSecurity MFA) is a simple yet powerful solution that uses multi factor authentication (MFA)  
to secure IBM i sign ons. 

iSecurity MFA requires users to verify their identities with two or more authorization factors before gaining access to IBM i servers 
and data, improving security and satisfying many governmental regulatory and insurance requirements.

MFA user verification is requested as part of a person’s initial IBM i login program. iSecurity MFA is a pure IBM i MFA solution.  
It is 100% installed and runs on your IBM i servers. No external Linux or Windows servers needed!

Reduce Unauthorized IBM i Access & Achieve Compliance through MFA

iSecurity MFA users enjoy these important security, regulatory and compliance benefits when using our product.

–	 Significantly reducing unauthorized IBM i access via IBM i TN5250, FTP, ODBC and other i servers

–	 Helping achieve and maintain compliance with leading industry regulations such as Payment Card Industry 
	 Data Security (PCI DSS), Sarbanes-Oxley (SOX), HIPAA and Gramm-Leach Bliley (GLBA)

–	 Helping achieve compliance with governmental mandates to implement cybersecurity controls

–	 Satisfying cyberthreat insurance requirements for MFA controls
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Let’s Get Started 
See how simple and effective Multi Factor authentication can be with iSecurity MFA from SEA.  

Email info@seasoft.com or visit www.seasoft.com to learn more and to get a product demonstration.

 SEASOFT.COM     (800) 272-7322     SUPPORT@SEASOFT.COM

Works with Every Authenticator App 

MFA works with every Authenticator App available in  
the market. It is compatible with ANY token generator,  
such as Google Authenticator, Microsoft Authenticator  
or when using a hardware device. 

One IBM i server can control  
MFA access for multiple systems

A single controlling IBM i server running iSecurity MFA  
can provide MFA authentication for several IBM i systems.  
No need to buy and configure multiple copies of your  
MFA solution.

MFA Verification Everywhere

MFA user verification can be requested at the user’s  
initial sign-on screen or on a Web-based verification  
screen. Verification can be specified and performed  
for individual IBM i users or for any user signing in  
from a particular IP group.

Key Features
iSecurity MFA provides these key features to meet organizational security & compliance objectives:
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